
                                                         

 

Course Name:  Essentials 1: Firewall Installation, Configuration, & Management (201) v 6.1 

Course Code:   PAN-EDU-201 

Duration:         Three Days 

 

 Introduction 

 

Successful completion of this three-day, instructor led course will enable the Student to install, 

configure, and manage the entire line of Palo Alto Networks Next-Generation firewalls. 

 

 Objective 

 

Students attending this introductory-level class will gain an in-depth knowledge of how to 

install, configure, and manage their firewall, as well as configuration steps for the security, 

networking, threat prevention, logging, and reporting Features of the Palo Alto Networks 

Operation System (PAN-OS). 

 

 Prerequisites 

 

Students must have a basic familiarity with networking concepts including routing, switching, 

and IP addressing. Students should also be familiar with basic port-based security concepts. 

Experience with other security technologies (IPS, proxy, and content filtering) is a plus. 

 

 Course Outline 

 

Day 1 

Chapter 0 Overview 

Chapter 1  Administration & Management 

Chapter 2  Interface Configuration 

Chapter 3  Layer 3 

Day 2 & 3  

Chapter 4 App-ID™ 

Chapter 5 Content-ID™ 

Chapter 6 Decryption 

Chapter 7 User-ID™ 

Chapter 8 VPN 

Chapter 9 High Availability 

Chapter 10 Panorama 



 

 Training Location 

Mideast Communication Systems 

Juniper Authorized Training Center 

 

 

 


